
How 
Multifactor 
Authentication 
Works

How it works:

+ + =
Something you know

(Username and Password)        
 Something you have

(Token or PIN sent to your device)
Something you are

(Fingerprint, Face Scan, or 
other biometric verification)

Access granted!

Safety Stats

There are 

15 billion 
passwords 
for sale on the darkweb.

Every 39 seconds, 
there is a new attack on the web. 

30,000 
websites
are hacked daily. 

MFA can reduce the risk of 
identity theft by

99.9%.

What is multifactor 
authentication? 

Multifactor authentication 
(MFA) gives your 
accounts an extra layer 
of protection by requiring 
two+ identifying factors 
for every login.
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